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City Administrator Report to Mayor & City Council 
2019.03.29, Edition No. 340 

WEEKLY UPDATE: 

• IMMI:  Attached are a few preventions that I thought you might find interesting or 
useful from this years Iowa Municipal Managers Institute. 

• Carver Corner:  Staff plans to bring draft RFP for the development of Carver 
Corner to the next meeting. We will likely have a short presentation or comments 
and then return at the in-depth for discussion.  That will give you time to review it 
properly prior to a full discussion. 

• TIF:  We will be bringing and amendment to the Oak Park TIF forward to Council 
at the next meting to address some minor changes to the document to address 
tax issues or consequences identified by the developers subsequent to the original 
approvals.  Our bond counsel has made the changes and please note that this will 
not affect the increment being rebated to the developer. 

• Park:  Attached is a handout from a recent meeting I attended.  This local group 
would like to create a Peace park in Muscatine. 

• Overpass: the overpass (or other options - i.e. underpass) is being added to CIP.  
You will see it as a supplement at the point it is presented to City Council as it is 
late in the process. 

• Bi-State:  Please see the attached packet for the March 27, 2019 Bi-State 
Regional Commission meeting packet for the meeting Wednesday, March 27, 2019 
at 3:30 p.m. in the Scott County Administrative Center. 

• Leaf Pick-up:  The City of Muscatine Department of Public Works (DPW) will be 
working through Zones 1-8 (see map of zones) during a two week period starting 
Monday, April 1, picking up leaves left by residents at the curbside. City crews will 
make one pass through each zone but residents have the opportunity to call DPW 
at 563-263-8933 to be put on a list for the city leaf truck to come by and pick up 
leaves.  The last day to call to be placed on the list for leaf pickup will be 
Wednesday, April 10. The last day for leaf pickup will be Friday, April 12. 

Additional Information: 

Legislature 

I wanted to point out two items from today’s legislative link that you need to be 
aware of and in case you hadn’t had the chance to review it.  Please see 
information from the Iowa League on HSB 165 (Property Tax Reform) and and SF 
343 ATE Ban (and regulation). 

"I remember Muscatine for its sunsets. I have never seen any 

on either side of the ocean that equaled them" — Mark Twain 



 

 
 

Projects 

The following are notes from the Project Management held on Wednesday, March 
27th: 

1.  Phase IVB - West Hill Sewer Separation: 
     a.  E. 8th from Cedar to Iowa milled 
     b.  Trees being removed  
     c.  Exposed water main 
     d.  April 1st:  Begin installation of water main 

2.  Mississippi Drive Corridor Project: 
     a.  Revised punch list items need to be completed 
     b.  Final walk through on 2nd Street needed 
     c.  Mad Creek Channel Armoring: 
          1) Rip Rap in place but not scattered properly 
     d.  Work with Bolton-Menk for Award recognition (Pat) 
     e.  Re-poured the streetlight foundation 
     f.  Re-poured sidewalk at Flood wall Roller 
     g.  Re-poured Chestnut St 
     h.  Re-poured Handicap parking stall at Nutrition Outlet 
     i.  Need to clean lay down area at the former Beach Lumber site 
     j.  Goal:  May 2nd Closeout 



 

3.  Riverside Master Plan: 
     a.  2019 - Facilitate Master Plan Development 
          1) Beer Garden 
          2) Truck Vendors 
          3) Entertainment Area 
          4) Riverview Center/Papoose Pump Station 
          5) Tiered Amphitheater 
          6) Other 

4.  Grandview Ave. Reconstruction Project: 
     a.  Plans Completed 
     b.  81% of property acquired 
          1) Goal:  May 16th Council Meeting - Approve remaining easements 
     c.  Bid Letting: 
          1) April 1st - Request Bolton-Menk for an updated schedule 
     d.  Allow for late start date (March 2020) 
     e.  No disruption of Grandview Ave. traffic in 2019 

5.  2nd/Mulberry Roundabout Project: 
     a.  Plans completed 
     b.  2019 Project 
          1) Impacts 2nd St. Streetscape Project Schedule 
     c.  Property still not acquired 

6.  Westside Trail: 
     a.  Waiting for final Categorical Exclusion Clearance from DOT 
     b.  Check Plans submitted to IDOT 
     c.  Trees Removed per regulations (Indiana Bat) 
     d.  Tentative Schedule: 
          1) June 6th:  Set Public Hearing 
          2) June 20th:  Public Hearing 
          3) June 20th:  Approve Plans/ Specs etc. 
          4) July 16th:  Bid opening (DOT TPMS report) 
          5) August 1st:  Award Contract 
          6) August 15th:  Approve Contract and Bond 
          7) Late August:  Construction Start 

7.  2nd Street Streetscape Project 
     a.  April 18th - next PMT meeting 
     b.  April 18th - presentation to the City Council 
     c.  Surveying underway 
     d.  Reconstruct Iowa/Sycamore/Cedar intersections 
     e.  Focus on sidewalk design 
     f.  Keep street repairs to a minimum 
  



 
8.  Kent Stein to Deep Lakes Trail: 
     a.  Still some outstanding expenses before closeout 

9.  DOT Lake Park Blvd Site: 
     a.  Final needs/site analysis completed 
     b.  Set Council Tour 
     c.  2019 Design 
     d.  2020 Construction 

10. Carver Corner Development: 
     a.  Initial Goals: 
          1) Highest and Best Use Development 
          2) Attract more people to live in Muscatine 
          3) Make it unique from CBD 
     b.  Process: 
          1) Met with developers/stakeholders 
          2) Draft RFP completed 
          3) Meet with Council April 4th  

11. Old Library Site: 
     a.  City to consider development options 
     b.  Will follow same process as Carver Corner 

12. 2018 Full Depth Program: 
     a.  April 1st:  Houser & Logan 
     b.  Park Ave. West, 2nd Ave. 

13. 2019 Full Depth Program: 
     a.  Streets:  Fulliam, Houser, Lake park, University Dr. Musser, Hershey 
     b.  Schedule: 
          1) April 18th:  Set Public Hearing 
          2) May:  Bid Opening 

14. City Hall Security: 
     a.  Project over budget at this time 
     b.  Panel material needs revised 

15. Phase V - West Hill Sewer Separation Design: 
     a.  Survey work underway 
     b.  Stanley's to set next meeting date 

16. Park Ave. Three Lane Configuration Project 
     a.  Costs to be divided between City/DOT/MPW 
     b.  Tentative schedule: 
          1) Winter ('19/'20) Bid Letting 
          2. 2020 Construction 

17. Fullim/Houser Roundabout: 
     a.  April 4th: Resolution to Rescind this project 



 

2019 Projects: 
     a.  Mad Creek Channel Armoring and Floodgate Paving 
     b.  Riverside Park Development and Master Plan Implementation 
     c.  Grandview Ave. Reconstruction Project 
     d.  Westside Trail 
     e.  West Hill Sewer Separation Phase IVB 
     f.  Roundabout at 2nd/Mulberry 
     g.  2018/2019 Full Depth Patch Program and Asphalt Overlay (alleys) 
     h.  2nd Street Streetscape Project Design 
     i.  DOT Lake Park Facility Needs Assessment and Design 
     j.  West Hill Sewer Separation Phase V Design coordination 
     k.  Study of Briar's Ditch design for future improvements 
     l.  Carver Corner Development 
     m. Old Library site development 
     n.  City Hall Security 
     o.  DOT's Doc Express Implementation



Stop Ignoring the Problem
Technology Concerns that Should be Keeping 

You Up at Night
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Presenter

Dave Mims

CEO

davemims@sophicity.com

770-670-6940 x110

mailto:davemims@sophicity.com
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Who remembers the story… 

Achilles?
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It just takes ONE! 
• 1 unprotected/unmanaged computer to be the way in for 

a cybercriminal.

• 1 unsuspecting employee to let the cybercriminal in 

through your best system of defenses.

• 1 critical best practice overlooked like regularly testing 

your data backups to lose your data to ransomware.
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And if you are hit… 
Why would you ever pay a ransomware ransom?

• 1 in 4 who pay actually get their data back.

• Of those, half get hit again.
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And if you are hit… 
Why would you ever pay a ransomware ransom?

• 1 in 4 who pay actually get their data back.

• Of those, half get hit again.

• Trust the criminal to put your data back just as it was?

• Trust the criminal to clean up their mess in your network?

• Trust the criminal to lock themselves 

out as they leave, never to come back?
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And if you are hit… 
Why would you ever pay a ransomware ransom?

• 1 in 4 who pay actually get their data back.

• Of those, half get hit again.

• Trust the criminal to put your data back just as it was?

• Trust the criminal to clean up their mess in your network?

• Trust the criminal to lock themselves 

out as they leave, never to come back?

• 3 in 4 lose their data after paying. 

Half who pay, get hit again.

• Why would you even have to consider 

paying the ransom?
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Your biggest risks! – The 3Ps
• Passwords

• Patching

• People
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Big Risk: Poor Passwords
A study from a research company in California found:

• 1 out of 3 people had their passwords written down 

somewhere around their desk.

• Many used obvious passwords (child name, pet name, 

college mascot, birthdate, etc).

• Overall, researchers figured out passwords of half of the 

people in the study!

Half of all security breaches involve

stolen or easily guessable passwords!
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Big Risk: Poor Passwords
SplashData’s annual Worst Passwords List, compiled from 

millions of leaked passwords during the year, shows people 

continue putting themselves at risk. For 2018:

Remember, hackers are using automated 

software to look for holes. That 

automated software attempts common and 

weak passwords that are easy to crack. 

1. 123456 2. password 3. 123456789 4. 12345678 5. 12345

6. 111111 7. 1234567 8. sunshine 9. qwerty 10. iloveyou

11. princess 12. admin 13. welcome 14. 666666 15. abc123

16. football 17. 123123 18. monkey 19. 654321 20. !@#$%^&*

21. charlie 22. aa123456 23. donald 24. password1 25. qwerty123

https://www.youtube.com/watch?v=a6iW-8xPw3k
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Your biggest risks! – The 3Ps
• Passwords 

• Patching

• People
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Big Risk: Failing to Patch
• Government particularly lags on replacing outdated 

software, patching current software, implementing 

individual endpoint defense...

• It’s not unusual to see cities using software that is 8-10 

(or more) years old and hasn’t been supported by the 

software vendor for a long time.

By not regularly applying patches, 

you are choosing to leave security 

holes open for hackers to exploit.
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Your biggest risks! – The 3Ps
• Passwords

• Patching

• People
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Big Risk: Untrained People
• Who receives an email with ransomware?

• Who clicks on a malicious website link?

• Who opens a malicious file attachment?

• How does ransomware get into your city network?

People: You, your staff, or some other 

user on your network.



Copyright © 2010 Sophicity. All Rights Reserved.

Your biggest risks! – The 3Ps
• Passwords

• Patching

• People
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Can you spot phishing?

https://phishingquiz.withgoogle.com/
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Can you spot phishing?
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3Ps: Who’s a big risk?
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Phishing takes its gloves off…
• Bad actors aren’t just hiding and bating like the phishing 

emails we just worked thru.

• In-your-face, threatening, blackmailing emails playing 

upon fear and the person’s lack of technical knowledge.

• “I placed a malware on the X video clips (pornographic

material) web-site and guess what, you visited this web 

site to have fun (you know what i mean).”

• “I captured salacious activity via the 

your webcam.”

• “While you were viewing video clips, 

your internet browser started out 

functioning as a Remote Desktop that 

has a keylogger which provided me…
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Your Cybersecurity risks…
• will be considered by financial institutions to determine 

your bond rate.

• will be considered by insurance institutions to determine 

your premiums.

$$$

And, 

• is considered by state and federal

agencies for access to criminal 

information systems. 
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What do we do?
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Fundamental
Three (3) fundamental areas to absolutely get right!

1. The Wall

2. The People

3. The Escape
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Fundamental: The Wall
Policies, Technology, and Professionals
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Fundamental: The Wall
Policies, Technology, and Professionals

• Policies: passwords, computer usage, internet usage, 

access, …
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Passwords
• Use a password on all devices – including tablet & phones.

• Use passphrases (preferred) or complex passwords.

• Use two factor authentication (2FA). 

• Do not write passwords down and leave them visible.

• Do not use obvious passwords. Change

your password today if in the top 25…

• Do not use the same password for all

systems you access.

• Consider using a reputable password 

vault.
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Fundamental: The Wall
Policies, Technology, and Professionals

• Policies: passwords, computer usage, internet usage, 

access, …

• Technology: monitoring & alerting, patch management, 

modern/supported hardware, modern/supported 

operating system, modern/supported applications, 

antivirus, antispam, email, …
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Fundamental: The Wall
Policies, Technology, and Professionals

• Policies: passwords, computer usage, internet usage, 

access, …

• Technology: monitoring & alerting, patch management, 

modern/supported hardware, modern/supported 

operating system, modern/supported applications, 

antivirus, antispam, email, …

• Professionals: people who know what 

they are doing when setting up 

technology, configuring technology, 

upgrading technology, monitoring 

technology, managing technology, 

supporting technology, …
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Fundamental
Three (3) fundamental areas to absolutely get right!

1. The Wall

2. The People

3. The Escape
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Fundamental: The People
Training, Training, and Training

• Who gets the email, who clicks the link, who opens the 

attachment, who has access to the systems, who…

• How could they let that happen? How could they not see 

the danger or know better?

Have you trained them?
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Fundamental: The People
Today, training employees about cybersecurity is more 

important than ever. Cities are targets for hackers and 

criminals who use ransomware, malware, viruses, and other 

cyberattack tools to harm city operations, networks, and 

data. Hackers use techniques that trick employees into 

handing over access to your systems—and criminals know 

that people can be the weakest link in your security.
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Fundamental: The People
Today, training employees about cybersecurity is more 

important than ever. Cities are targets for hackers and 

criminals who use ransomware, malware, viruses, and other 

cyberattack tools to harm city operations, networks, and 

data. Hackers use techniques that trick employees into 

handing over access to your systems—and criminals know 

that people can be the weakest link in your security.

• Spot email scams (phishing, spear phishing, whaling)

• Spot phone scams (vishing)

• Spot in-person scams (follows in)

• Simulate phishing attack
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Fundamental
Three (3) fundamental areas to absolutely get right!

1. The Wall

2. The People

3. The Escape
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Fundamental: The Escape
Data Backup and Disaster Recovery

• When the Wall is breached…

• When the People let the bad guys right in…

• Know you can recover!

Why is ransomware growing? Why are 

people paying the ransom?
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Fundamental: The Escape
Data Backup and Disaster Recovery

• Address time to recovery for smaller incidents through 

onsite data backup.

• Plan for worst-case scenarios through offsite data backup.

• Monitor your data backup real-time.

• Test your data backups regularly. 

Your data backup is ultimately your escape

plan (e.g. additional low-cost insurance) 

if the worst happens. Have it. Manage 

it. Test it. -- Know it will work!
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REMEMBER: It just takes ONE! 
• 1 unprotected/unmanaged computer to be the way in for 

a cybercriminal.

• 1 unsuspecting employee to let the cybercriminal in 

through your best system of defenses.

• 1 critical best practice overlooked like regularly testing 

your data backups to lose your data to ransomware.

• Don’t be that city who is the latest

front page news!
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IT in a Box
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Questions?

Dave Mims, CEO

davemims@sophicity.com

770-670-6940 x110

Visit us on the web at:

Sophicity.com

mailto:davemims@sophicity.com
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Fostering Civility



Focus of Today’s Session

Supporting/Maintaining 

effective decision-making 

and implementation
in your community.



“Criminal!”

“Fool!”
“Hypocrite!”

“Tyrant!”

“Coward!”

“Atheist!”

“Libertine!”

“Weakling!”





These are two 

very different 

environments. 

Yet both involve 

presentation of 

differing viewpoints.



Providing Broad Context

Governance

What & Why

Management

How

Implementation

Action

Community

Community

Community

Community

Community



Understanding Everyone’s Roles

Role of the Mayor

Role of the Council

Role of the City 

Manager/Administrator



Understanding How Things Work

Policies

Procedures

Systems

(never 

assume that 

everyone 

knows these)



Understanding How Things Work

Council orientation meeting

Council team building sessions

Council goal-setting sessions

Iowa Municipal Leadership Academy



Public Meetings

No matter the 

issue, support a 

civil exchange 

of ideas. . . 



Public Meetings

 Public comment
• Time limit for comments

• Content of the comments

• Behavior/language

 Public hearings/comments on agenda items
• Time limit for comments

• Content of the comments

• Behavior/language

• Hear all viewpoints



Public Meetings

 Public comment
• Time limit for comments

• Content of the comments

• Behavior/language

 Public hearings/comments on agenda items
• Time limit for comments

• Content of the comments

• Behavior/language

• Hear all viewpoints



Public Meetings

 Preparation

 Intervention

 Naming

 Suggest a break



Public Meetings

 Have consistent expectations across the organization

 Meeting structure influences behavior



 Inside your organization
• Respect among staff

• Customer centric culture

• Appropriate guidelines

• Provide training

Support Civility



Some Cautionary Notes

 Using the guise of civility

 Dialogue doesn’t really occur online

 Look for the grey



Discussion? Questions? 
Comments? 

Regenia Bailey

319-321-1385

rdb@baileyleadership.com

www.baileyleadershipinitiative.com

Contact information: 



WORLD PEACE PARK

The history of Muscatine is saturated with organizational and individual
efforts in the pursuit of world peace. For 70 years Muscatine has fostered
student exchanges through Youth For Understanding, American Field
Service, Rotary International. Innumerable Japanese, German, Chinese
and other cultural homestays and exchanges have occurred. Our
delightful Sister Cities organization is far greater than in most any town
of our size. China's President Xi says repeatedly and clearly that
Muscatine represents the " real America."

Muscatine stands for the pursuit of world peace.

Catherine Miller and C. Maxwell Stanley committed their entire lives
toward the pursuit of global peace, each in their own way. In the case of
Max Stanley, he created a great deal of Community income and wealth
through his work as a peace advocate. There is a remarkable story
attributing the success of what now is HNI Corporation to Max's
commitment to the pursuit of world peace through United Word
Federalism. Billions of dollars in wages, salaries, profit sharing,
dividends, and stock share value have directly resulted from Max's peace
efforts.

The very existence of The Stanley Foimdation, Holthaus Trust, E & M
Charities andThe Elizabeth Foundation For The Arts (N.Y.City). would
not have come to exist if Max had not been consumed by the necessity
for peace across the world. Our community benefits greatly even at this
moment through the activities and commitment of the Howe family and
the remarkable Howe Foundation, created principally through Stan
Howe's leadership of HNI, while Max pursued Global Peace.

Now Muscatine st^s on the cusp of a great change in the economics of
bur community. We have an opportunity to become a "Mecca" for world
tourism and conventions having to do with the pursuit of peace on earth.
The Merrill Hotel and Conference Center is a strong anchor and catalyst
for such efforts.

d..



The city of Muscatine owns 7.43 acres of gorgeous land at the very point
where the Mississippi turns from a westerly flow to a southerly flow. This
is the site which was formerly occupied by Beach Lumber, Carver Pump
Company, TeStrake Feed and Grain plus several adjacent pieces of real
estate. That land is in the direct line of sight for all people who enter
Muscatine from the south and west, providing a beautiful "Welcome to
our town."

Currently, there is a steering committee comprised of Tom Emerick, Ann
and Tom Meeker, Frank Kelly, Lori Carroll and myself dedicated to
consecrating the memories of Catherine Miller and C. Maxwell Stanley
through the creation of World Peace Park at that site.

An enterprise named International Institution for Peace through Tourism
was established in 1986 by Louis D'Amore, with whom we have had
considerable communication. Peace parks and the peace park movement
exist globally and produce considerable beauty and economic benefits in
those towns and cities which participate. There are at least 450
recognized peace parks on all Continents except Antarctica and
Australia. Our objective is for the Muscatine World Peace Park to be the
very best of them all!

We hope that the city of Muscatine, you and your businesses will prosper
through joining the peace park movement, initially by establishing the
World Peace Park at that key entryway to our central city. You will
beautify our town while adding considerable personal and community
economic prosperity.

Although we are not asking for monetary contributions, we would
appreciate the sentimental support all citizens, corporations and,
especially, people and businesses engaged in commerce through
coiiyentions, visitors and tourism to Muscatine. We offer a world peace
park letter of supiport, soliciting signatures from anyone interested. If you
have questions about the World Peace Park initiative, you may call or
visit any of the steering committee at any time.
3/12/19



MEETING ANNOUNCEMENT AND AGENDA
BI-STATE REGIONAL COMMISSION

Wednesday, March 27,2019,3:30 p.m.
Scott County Administrative Center

Sixth Floor Conference Room

600 West Fourth Street

Davenport, lA

X

X

X

X

X

X

1. Approval of the February 27.2019 Minutes (See enclosed! — Ken Maranda, Chair

2. Treasurer's Report (See enclosed^ - Kathy Carroll-Duda, Treasurer

3. Finance and Personnel Committee/Financial Matters - Marty O'Boyle, Finance
and Personnel Committee Chair

a. Bills (See enclosed)

b. Report on Progress on Commission's FY 2018-19 Program Budget as of

2/28/2019 (See enclosed)

c. Contracts/Grants for Consideration

I. Other Contracts/Grants

4. Presentation and Consideration of Resolutions Supporting the FY 2020 Quad

Cities and Region 9 Transportation Planning Work Programs (TPWPs) (See

enclosed! - Gena McCullough, Asst. Executive Director/Planning Director

5. Bi-State Remon Comprehensive Economic Development Strategy (CEDS) Prosress

Report 2019 Draft Presentation - Rachel Bruce, Planner

6. Questions or Comments bv Commissioners

7. Other Business

8. Adjournment

NEXT MEETING: Wednesday. April 24.2019 - 3:30 p.m.

Scott County Administrative Center
Sixth Floor Conference Room

600 West Fourth Street

Davenport, lA

OB/sdB
AgendasVBSRC Agenda.docx
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